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RECENZIJA
rozprawy doktorskiej mgr inz. Marcina Gajdzika
pt. ,Identification and minimization of threats in embedded systems
during the car vehicles maintenance,
in accordance with Industry 4.0 concept”

1. Formalna podstawa opracowania recenzji

Podstawe do opracowania i wydania niniejszej recenzji stanowi pismo z dnia

28.09.2023 r. Przewodniczgcej Rady dyscypliny inzynieria mechaniczna Politechniki Slaskiej z
siedziba w Gliwicach, Pani prof. dr hab. inz. Ewy Majchrzak (znak pisma RDIMe.512.28.2023)
w sprawie sporzadzenia recenzji rozprawy doktorskiej Pana mgr inz. Marcina Gajdzika pod

wymienionym tytutem.

2. Przedmioti ocena istotnosci problemu naukowego rozprawy

Rozwéj motoryzacji na przestrzeni ostatnich dziesiecioleci, podobnie jak wielu innych

obszaréw gospodarki i catosci Zycia spolecznego, pozostaje pod bardzo silnym wptywem

rozwoju technologii informacyjnej i komputerowych systeméw sterowania. W wyniku fuzji

osiggniet o niezaprzeczalnie epokowym znaczeniu w dziedzinie informatyki, algorytmiki,

automatyki, sensoryki technicznej, przy szerokim wykorzystaniu opracowanych w XX w.
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elektronicznych uktadéw wielkiej skali integracji, pojawita sig¢ i podlega nieustannemu,
intensywnemu rozwojowi dziedzina wiedzy inzynierskiej okreslanej mianem mechatroniki.

Implementacja pierwszych systeméw mechatronicznych w pojazdach samochodowych
zostata niejako wymuszona préba kontroli i ograniczenia szybko narastajacych w obliczu skali
rozwoju transportu drogowego zagrozen Srodowiskowych, majacych istotne znaczenie dla
ochrony §rodowiska naturalnego, jak réwniez minimalizacji negatywnego oddziatywania na
zdrowie indywidualne i publiczne oraz jako$¢ Zycia spoteczenstw. Wérdéd tych zagrozen
wymienia sie w pierwszej kolejnosci emisje szkodliwych sktadnikéw spalin powstajacych w
wyniku eksploatacji pojazdéw, napedzanych za pomocg silnikéw wewnetrznego spalania.
Spaliny samochodowe zawieraja w swym sktadzie liczne zwiazki i substancje chemiczne m.in.
tlenek wegla (C0), weglowodory (HC), tlenki azotu (NOx), czastki state (PM) oraz wiele innych,
ktére przyczyniaja si¢ do pogorszenia jakosci powietrza a w bezpo$rednim oddziatywaniu
mogg prowadzi¢ do powaznych probleméw zdrowotnych u ludzi - schorzen ukiadu
oddechowego, alergii, choréb nowotworowych.

W nastepstwie rozpoznania i ciagtego narastania skali problemu emisji spalin
samochodowych prowadzono od wielu lat intensywne badania nad metodami skutecznego
ograniczania tych niekorzystnych zjawisk. Gtéwnym celem w tym zakresie pozostaje
ukierunkowany rozwdj technologiczny pojazdéw samochodowych w postaci opracowania i
wdrazania skutecznych technologii poprawy sprawnoéci energetycznej silnikéw spalinowych,
redukcji poziomu emisji spalin, wprowadzenie odpowiednich regulacji i norm dotyczacych
systeméw kontroli emisji spalin oraz metod i procedur pomiarowych. Wynikiem tych dziatan
byta m.in. implementacja réznych rozwiazan i udoskonalent w konstrukeji i technologii silnikow
spalinowych oraz nowych systeméw technicznych, w tym mikroprocesorowych jednostek
sterowania silnikiem ECU i poktadowych systeméw diagnostycznych OBD.

Stopniowo elektroniczne systemy sterowania zaczety obejmowac kontrole dziatania
innych podzespotéw i uktadéw funkcjonalnych w pojazdach, tj. uktadéw bezpieczenstwa
czynnego i biernego (ABS, ESP), ukladéw zarzadzania energig elektryczng, uktadow
przeniesienia napedu (automatyczne skrzynie biegéw), zabezpieczenia przeciwkradziezowego
(immobiliser), zawieszenia i kierowania kot czy wreszcie systemow komfortu jazdy (np.
inteligentne systemy wspomagania skretu kot, tempomat, automatyczna klimatyzacja,
oczyszczanie szyb) i innych, nawet mniej istotnych elementéw w samochodzie. Obecnie
praktycznie cato$é konstrukeji pojazdu ze wszystkimi jej komponentami, wyposazonymi w
odpowiednie czujniki i mechatroniczne elementy wykonawcze jest pod kontrolg centralnego,
komputerowego systemu sterowania o wielopoziomowej strukturze funkcjonalnej, tagcznie z
komunikacja bezprzewodowa na linii pojazd - kierowca czy tez pojazd - obstuga serwisowa.
Niewatpliwg zaleta takiego rozwigzania jest znaczna poprawa jakosci eksploatacyjnej i
obstugowej pojazdu, komfortu pracy kierowcy, bezpieczenstwa w ruchu drogowym oraz

zmniejszenie negatywnych oddziatywan na $rodowisko. Systemy te bowiem wyposazone s3 w




funkcje autodiagnostyki, ktéra w przypadku wystapienia usterki technicznej, zwlaszcza
zagrazajacej czy to bezpieczenstwu ruchu czy tez bezpieczenstwu $rodowiskowemu,
natychmiastowo powiadamia obstuge pojazdu o tym zdarzeniu i umozliwia szybkie podjecie
akcji serwisowo-naprawczej lub nawet zdalne wylaczenie pojazdu z ruchu. Systemy te wciagz
bardzo szybko ewoluuja w kierunku coraz szerszego przejmowania zadan i decyzyjnosci
kierowcy, co sprawia, Ze stoimy u progu ery pojazdéw autonomicznych.

Pomimo niezaprzeczalnych zalet wynikajacych z postgpujacej mechatronizacji
pojazdéw samochodowych to jednak zloZono$é¢ i rozlegloéé tych systeméw moze rodzié
okreslone problemy obstugowe i eksploatacyjne, a takze zagrozenia zwiazane z mozliwo$cig
nieuprawnionego ingerowania w ich dzialanie. Jak kazdy system komputerowy, pomimo
zastosowania wielu zabezpieczen sprzetowych i programowych, posiadaja bowiem pewne luki,
niezidentyfikowane na etapie budowy i wdrazania, a jakie moga by¢ wykorzystane p6Zniej do
przeprowadzenia ,cyberataku” np. w celu przejecia kontroli nad pojazdem i ewentualnie
kradziezy lub jego uszkodzenia. Niniejsza praca Pana mgr inz. Marcina Gajdzika zatytutowana
»Identification and minimization of threats in embedded systems during the car vehicles
maintenance, in accordance with Industry 4.0 concept”, zrealizowana pod opieka naukowa Pani
promotor dr hab. inz. Anny Timofiejczuk prof. PS oraz przy wsparciu merytorycznym
i metodycznym promotora wdrozeniowego, Pana dr inz Wojciecha Sebzdy dotyka sedna
powyzszych zagadnien. Jej tematyka wpisuje si¢ bowiem w aktualne obszary problemowe
obejmujace cyberzagrozenia systeméw technicznych i antropotechnicznych oraz poszukiwanie
skutecznych metod ochrony przed nimi. Problematyka badawcza pracy okreslona przez jej
Autora jako ogdlny cel badawczy pracy dotyczy konkretnie systeméw mechatronicznych
w pojazdach samochodowych, identyfikacji zagrozen zewnetrznych dla ich
funkcjonowania, opracowanie tanich i skutecznych metod szyfrowania przeplywu
danych, w tym z wykorzystaniem metod sztucznej inteligencji. W szczegélnosci praca ta
obejmuje swym zakresem analizg stanu wiedzy oraz techniki, badania eksperymentalne w
zakresie mozliwo$ci przeprowadzenia i wykrywania cyberataku na systemy wbudowane
pojazdu oraz prébe opracowania skutecznej ochrony przed nimi.

Mozna zatem stwierdzi¢, ze przedstawiona praca doktorska Pana mgr inz.
Marcina Gajdzika wpisuje si¢ swojg tematyka i zrealizowanym zakresem prac
winteresujace i aktualne obszary badafi poznawczych i aplikacyjnych nauk
technicznych w dyscyplinie inzynieria mechaniczna, w szczegélnoéci badaini nad poprawa
bezpieczeristwa systeméw mechatronicznych pojazdéw, a w szerszym ujeciu - wspotczesnych
systemow transportowych i systeméw stuzacych obronnosci kraju. Obecnie bowiem, we
wszystkich pojazdach sit zbrojnych, czy to pojazdach walki bezposredniej czy wsparcia

taktycznego i technicznego stosuje sie powszechnie komputerowe systemy sterowania.




3. Charakterystyka rozprawy i ocena strony metodycznej - uwagi o charakterze
redakcyjnym

3.1. Problematyka i struktura rozprawy

Opiniowana rozprawa doktorska zawiera w swojej tresci cze$¢ studialng, opartg na
analizie dostepnego materiatu Zrédlowego z zakresu problematyki pracy oraz czgs¢
eksperymentalno-rozwojows, ktéra obejmowata przeprowadzenie serii badan testowych z
wykorzystaniem wspétczesnie produkowanych samochodéw osobowych. Testy te obejmowaty
przeprowadzenie celowych préb destabilizacji lub przejecia kontroli nad wybranym systemem
mechatronicznym pojazdu, ocene skuteczno$ci przeprowadzonego cyberataku, opracowanie
koncepcji zabezpieczenia danego systemu przed tego rodzaju ingerencja i kolejno ocene
skuteczno$ci wprowadzonych modyfikacji/zabezpieczen. Jako efekt utylitarny wykonanych
prac zaproponowano wybrane rozwigzania sprzgtowo-programowe do ewentualnego
wdrozenia produkcyjnego systeméw zabezpieczeni wspétczesnie produkowanych pojazdow.

Praca jest napisana w jezyku angielskim stylem umozliwiajgcym przystepny odbior i
zrozumienie tresci dla czytelnika nieanglojezycznego, z uzyciem poprawnej terminologii
technicznej. Caloéé opracowania zawiera 119 stron tekstu skonfigurowanego w formacie A4,
lacznie ze strona tytulowa, spisem tresci, wykazem wazniejszych skrotow i oznaczen,
streszczeniem w jezyku polskim i angielskim oraz bibliografia, na ktéra sktadaja si¢ tacznie 73
pozycje. Autorskie lub wspétautorskie cytowania dziet Doktoranta obejmujg 6 pozycji
bibliograficznych. W pracy zamieszczono 85 rysunkéw i 7 tablic -~ materiat ilustracyjny w
wiekszosci czytelny i dobrej jakosci graficznej. Rozprawa jest podzielona na 4 gtdwne rozdziaty,
w tym rozdzial zawierajacy wprowadzenie do tematu pracy, podsumowanie a ponadto wykaz
literatury, spis rysunkow i tabel. Rozdzialy, stanowiace trzon merytoryczny pracy w wickszo$ci
sa rozbudowane o kilka podrozdziatow.

Prace rozpoczyna usystematyzowany wykaz uzytych w pracy skrotow i oznaczen wraz
z opisem ich znaczenia. Rozdzial 1 stanowi zwigzie wprowadzenie do tematyki pracy.
Zasygnalizowano w nim gtéwne przestanki do podjgcia sig przez Autora analizy tejze tematyki,
przedstawiono cel i plan badawczy. Scharakteryzowano rodzaje potencjalnych zagrozen dla
systeméw mechatronicnzych stosowanych w pojazdach samochodowych oraz podkre$lono
znaczenie cyberbezpieczenstwa z obliczu obecnego stanu rozwoju technologii pojazdow.

Rozdzial 2 zwiezle zatytulowany ,State-of-the-art” stanowi dalsze rozwinigcic
informacji uzasadniajgcych wybér podjetej problematyki badawczej. Jest to szczegbtowy opis
stanu zaawansowania i perspektywy rozwoju systeméw mechatronicznych i
teleinformatycznych w  motoryzacji. Wskazano tutaj potencjalne zagrozenia dla

bezpieczenstwa operacyjnego pojazdéw oraz ruchu ladowego w przypadku przeprowadzenia




niepowotanych, zdalnych ingerencji w dziatanie uktadéw funkcjonalnych pojazdu, ktére w
znakomitej wigkszo$ci sg pod kontrolg elektronicznych systeméw sterujacych z komunikacja
wewnetrzng poprzez magistrale CAN. Wskazano mozliwo$ci i przyktady dokonania
cyberatakéw zaktécajacych spojnosé i poprawnosé przesytu danych w magistrali CAN oraz
pewne mozliwo$ci zabezpieczenia sie przed takimi atakami. Jako ciekawostke w $wietle
rozwijajacych sie instrumentéw opartych na uczeniu maszynowym podane zostaly mozliwe
zastosowania sztucznej inteligencji w obszarze motoryzacji i komunikaciji.

W $wietle przeprowadzonej dyskusji problemowej, w rozdziale 3 sformutowano i

przedstawiono realizacjg celéw i zadari badawczych. Podano, ze gtéwnym celem rozprawy byto
sprawdzenie mozliwosci wykonania skutecznego cyberataku na wybrany element
wykonawczy warstwy mechatronicznej pojazdu i propozycja wdrozenia mechanizméw
utrudniajgcych tego rodzaju destabilizujgce dzialania. W zakresie zadaniowym, stuzgcym
realizacji celow pracy Autor przedstawia wykonanie czterech scenariuszy cyberataku,
poczawszy w kolejnosci od najmniejszej ztozonosci i trudnoéci technicznej, konczac na
przyktadzie zastosowania procedur sztucznej inteligencji do wykrycia cyberataku na
magistrale CAN pojazdu w trybie aktywnego asystenta kontroli pasa ruchu. Kazdorazowo
zaproponowano proste rozwigzania programowe lub programowo-sprzetowe oraz bardziej
zaawansowane metody oparte o samouczgce sie sieci neuronowe, ktére pozwolityby uniknaé
tego rodzaju zaktécen w dziataniu magistrali CAN, jak w przeprowadzonych eksperymentach,
i w cfekcie zwigkszy¢ poziom bezpieczenistwa uzytkowania pojazdu.
Nalezy w tym miejscu podkresli¢ rozlegly zakres oraz spéjny z celem naukowym i
utylitarnym oraz komplementarny charakter zaplanowanych do realizacji i
przedstawionych w tresci rozwazan teoretycznych i prac eksperymentalnych, zaréwno
o charakterze pomiarowo-sprzetowym jak i informatyczno-programistycznym.

Podsumowanie pracy zawarto w rozdziale 4, gdzie wskazano najistotniejsze
osiggnigcia naukowe i poznawcze w odniesieniu do zatoZonego celu i zakresu pracy a takze
propozycje i mozliwosci wykorzystania opracowanych metod i wynikéw badawczych do

wdrozenia przemystowego w obszarze motoryzacji.

Przedstawiony uklad pracy jest zatem logicznie poprawny i spéjny tematycznie. Autor
konsekwentnie rozwija podjets, stosunkowo unikatowsz tematyke, poczawszy od analizy
aktualnego stanu wiedzy i techniki, wskazania obszaréw badawczych i celu pracy, sposobu
opisu i rozwiagzania problemu badawczego, nastepnie poprzez realizacje eksperymentéw,
rejestracje i analiz¢ wynikéw az po sformutowanie wlasciwych merytorycznie wnioskéw.
Materiat ilustracyjny zamieszczony w pracy i dotyczacy przedmiotu analiz oraz opracowanych
wynikéw (tabele, wykresy) jest w wiekszoéci czytelny, co pozwala na prawidtows ich
interpretacje. Pod wzgledem metodycznym praca stanowi wiec dzieto naukowe odpowiadajgce




wymaganiom prac badawczych, w tym rozprawom doktorskim o profilu technicznym.
7Znaczniejszych uwag o charakterze redakcyjnym nie wnosi sig, poza tym, 7e w pracy brak
numeracji stron, co nieco utrudnia jej czytelnos$¢ i analizg tresci. Z kolei szczegétowych uwag
dotyczacych stylu i jezyka pracy nie sformutowano, z uwagi na uzycie jezyka nie natywnego,
zaréwno dla Autora pracy jak i jej recenzenta. Jak jednak wspomniano powyzej, sposob
zredagowania pracy pozwala na petne zrozumienie tre$ci zarowno w sensie og6lnym jak i

specjalistycznym.

4. Ocena merytoryczna rozprawy i uwagi dyskusyjne

Rozprawe doktorska pod wzgledem merytorycznym nalezy oceni¢ wysoce pozytywnie.
Przede wszystkim na podkreslenie zastuguje wybér aktualnej i jednocze$nie unikatowej
tematyki badawczej w $wietle zaawansowania mechatronicznego i stopnia ztoZonosci
technicznej wspétczesnych pojazdéw samochodowych. Réwniez uzyskane w pracy efekty
poznawcze s3 istotne, zaréwno z praktycznego punktu widzenia jak i pod wzgledem ich wkiadu
w rozwéj dyscypliny naukowej inzynieria mechaniczna w zakresie bezpieczenstwa
nowoczesnych i wcigZ rozwijajacych sie technologii oraz procedur z zakresu tzw. internctu
rzeczy stosowanych we wspdétczesnej motoryzacji.

W szczegdlnos$ci na pozytywna oceng sktadajg sig¢ m.in.:

« doglebna analiza problematyki w zakresie rozwijajacej sig technologii systemow sterowania
w pojazdach samochodowych i zwigzanych z tym potencjalnych zagrozen dla ich
uzytkowania i bezpieczenstwa ruchu drogowego,

« zlozony charakter i komplementarny zakres wykonanych badan eksperymentalnych,
obejmujacy testy demonstracyjne mozliwoéci dokonania ingerencji w dziatanie systemow
wbudowanych, opracowania stosunkowo prostych do wdrozenia mechanizméw
zabezpieczajacych przed tego rodzaju atakami wraz z walidacjg ich skutecznodci,

o opracowanie metodyki wykorzystania metod sztucznej inteligencji do wykrywania
zaawansowanego cyberataku na sie¢ teleinformatyczng pojazdu i roéwniez w tym przypadku
opracowanie metody minimalizujacej powodzenie takiej akcji,

« szczegbdtowa prezentacja metodyki prowadzonych prac i wykorzystanych narzedzi, w tym
opracowanie algorytméw testowych i prewencyjnych,

» przejrzysta analiza i merytoryczna dyskusja z w zakresie uzyskanych efektéw badawczych,
potencjalnych zagrozen dla samego pojazdu, kierowcy oraz wszystkich uczestnikow
znajdujacych sie w strefie ruchu pojazdu poddanego niebezpiecznej ingerencji w system
sterowania,

o trafnie sformutowane wnioski poznawcze i utylitarne oraz wskazanie potencjalnych

odbiorcéw wynikéw pracy.




Szczegotowa analiza tredci rozprawy, biorac pod uwage zaréwno aspekty metodyczne i
merytoryczne, w niektérych fragmentach, sformulowaniach, przedstawionych wynikach,
nasuwa jednak pewne watpliwosci o charakterze dyskusyjnym, wobec ktérych oczekuje sie
stosownego odniesienia Doktoranta podczas publicznej obrony pracy doktorskiej, a
mianowicie:
~ W pracy, przy realizacji eksperymentéw technicznych nie podano bardziej szczegbdlowej

charakterystyki obiektéw badawczych, tj. opisu technicznego (marka, model, konstrukcja
czy tez architektura zastosowanych systeméw sterowania, osiagi, parametry robocze etc.)
pojazdoéw wykorzystanych do badar, jak to powszechnie stosuje sie w raportowaniu prac
badawczych; czy takie pominigcie byto intencjs Autora wynikajgcg np. z zachowania
poufnosci czy tez po prostu swego rodzaju uproszczeniem?

- czy wg Doktoranta wykonane testy demonstracyjne lub innego rodzaju cyberataki bytyby
mozliwe bez fizycznej ingerencji w rozumieniu bezpoéredniego podtgczenia przewodowego
urzadzeniem testowym do magistrali CAN pojazdu, a jezeli nie, to czy takie podigczenie sie
jest mozliwe np. z zewnatrz pojazdu przez osobe niepowotana?

~ W nawigzaniu do poprzedniego pytania, czy pojazdy wyposazone w tzw. system
~bezkluczykowy” sg bardziej podatne na cyberatak? - znane sg bowiem doniesienia o
udanych prébach przechwycenia i zdekodowania zdalnych sygnaléw sterujgcych
immobiliserem pojazdu; czy w ten sposéb mozna ingerowaé w dziatanie innych modutéw
sterujgcych pojazdu, np. w czasie jazdy, co niostoby wysokie zagrozenie dla bezpieczenstwa
ruchu o czym réwniez wspomina Doktorant w swej pracy?

- czy okazjonalny, bezposredni dostep do magistrali CAN poprzez ztacze diagnostyczne
pojazdu (np. podczas naprawy pojazdu w warsztacie) moze stanowi¢ dla osoby atakujacej
mozliwos¢ skutecznego ataku (destabilizacji funkcjonowania pojazdu) odtoZonego w czasie?

- czy Doktorant moze wskaza¢ konstruktywne aspekty (cele, funkcje) do zrealizowania
poprzez podobng jak pokazang w pracy ingerencje w systemy wbudowane pojazdow i
ewentualnie jakie podmioty, oprécz wskazanego literalnie w pracy moga korzystaé¢ z

wynikéw pracy Doktoranta?

Prosz¢ jednak mie¢ na wzgledzie, ze wyzej wymienione kwestie maja charakter czysto
dyskusyjny - moga wynika¢ z subiektywnej oceny recenzenta lub wrecz niezrozumienia
danego problemu w $wietle bgdz to niepetnego opisu lub tez specyfiki tematycznej, zapewne w
wielu kwestiach oczywistej dla Autora pracy jako znawcy tematu, a niekoniecznie tak
powszechnie znanej dla ogétu specjalistéw z dziedziny motoryzacji.

Uwagi te w zaden sposéb nie wptywajg na pozytywny odbiér i ogélnie bardzo wysoka
oceng cato$ci rozprawy, jaka sktania recenzenta do postawienia wniosku do Rady dyscypliny

inZynieria mechaniczna Politechniki Slgskiej o jej wyréznienie.




5. Podsumowanie oceny rozprawy doktorskiej i wnioski koncowe

Zrealizowana praca doktorska megr inZz Marcina Gajdzika pt. .Idenfification and
minimization of threats in embedded systems during the car vehicles maintenance, in gccordance
with Industry 4.0 concept” wpisuje sie w prorozwojowe tendencje dotyczace hezpieczenstwa
obecnych i podlegajacych intensywnemu ekspandowaniu systemdw mechatronicznych
stosowanych w pojazdach samochodowych. Stanowi oryginalne opracowanie naukowe |
jednoczeénie prezentuje inleresujace rozwiazanie metodyczne dla osiagniccia celu i wykazania
stusznodci przyjetych zatozen objetych zakresem tematycznym rozprawy.

Doktorant wykazal sie znajomoscia podjetej problematyki, umiejgtnoscia prowadzenia
eksperymentéw badawczych w zakresie identyfikacji i zapobiegania ingerencji w struktlure
danych i dziatanie tzw. ,systemdw wbudowanych” pojazdu, w tym wykorzystania
zaawansowanych instrumentéw pomiarowych, algorytméw i kodowania, analizy wynikow
oraz poprawnym formutowaniem wnioskéw, Swiadczy to o posiadaniu ugruntowanej wiedzy
teoretycznej i kompetencjach Autora rozprawy do samodzielnego prowadzenia prac
badawczyech w dziedzinie nauk inZynieryjno-technicznych, w szczegolnosci w obszarze

systemdw mechatronicznych i internetu rzeczy.

Podsumowujac stwierdzam zatem, Ze rozprawa doktorska mgr inz. Marcina
Gajdzika pt. ,Identification and minimization of threats in embedded systems during the
car vehicles maintenance, in accordance with Industry 4.0 concept” speinia warunki
zapisane w Ustawie z dnia 20 lipca2018r. ,Prawo o szkolnictwie wyZszym i nauce” (Dz.l.
z 2018r., poz. 1668 z poZn. zm.) i na tej podstawie wnioskujg o przyjecie rozprawy i
dopuszczenie jej do publicznej obrony przed Rada dyscypliny inZynieria mechaniczna
Politechniki Slaskiej z siedziba w Gliwicach.

Jednocze$nie wnioskuje o wyréznienie rozprawy doktorskiej Pana mgr inz.
Marcina Gajdzika pod wyzej wymienionym tytutem, o ile spelnione s3 inne warunki
dotyczace zasad wyrdzniania rozpraw doktorskich przyjete na Uczelni.

" Rzeszéw, 29 stycznia 2024 .

Prof. Pawet Wos|
/podpis odreczny/

*wytaczenie jawnosci w zakresie danych osobowych oraz ochrony prywatnosci osoby fizycznej

na podstawie art. 5 ust. 2 ustawy z dnia 6 wrzesnia 2001 r. o dostepie do informacji publicznej
(tj. Dz.U.z 2016 r., poz. 1764)



